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where appropriate, and on the appli-
cant, if the appeal of the Initial Deter-
mination results in a finding that the 
applicant poses a security threat. 

(5) If the applicant appeals the Initial 
Determination of Threat Assessment 
or the Initial Determination of Threat 
Assessment and Immediate Revoca-
tion, the procedures in 49 CFR 1515.5 or 
1515.9 apply. 

(6) Applicants who do not meet cer-
tain standards in 49 CFR 1572.103, 
1572.105, or 1572.109 may seek a waiver 
in accordance with 49 CFR 1515.7. 

§ 1572.17 Applicant information re-
quired for TWIC security threat as-
sessment. 

An applicant must supply the infor-
mation required in this section, in a 
form acceptable to TSA, when applying 
to obtain or renew a TWIC. 

(a) Except as provided in (a)(12) 
through (16), the applicant must pro-
vide the following identifying informa-
tion: 

(1) Legal name, including first, mid-
dle, and last; any applicable suffix; and 
any other name used previously. 

(2) Current and previous mailing ad-
dress, current residential address if it 
differs from the current mailing ad-
dress, and e-mail address if available. If 
the applicant wishes to receive notifi-
cation that the TWIC is ready to be re-
trieved from the enrollment center via 
telephone rather than e-mail address, 
the applicant should state this and pro-
vide the correct telephone number. 

(3) Date of birth. 
(4) Gender. 
(5) Height, weight, hair color, and eye 

color. 
(6) City, state, and country of birth. 
(7) Immigration status, and 
(i) If the applicant is a naturalized 

citizen of the United States, the date of 
naturalization; 

(ii) If the applicant is present in the 
United States based on a Visa, the type 
of Visa, the Visa number, and the date 
on which it expires; and 

(iii) If the applicant is a commercial 
driver licensed in Canada and does not 
hold a FAST card, a Canadian passport. 

(8) If not a national or citizen of the 
United States, the alien registration 
number and/or the number assigned to 
the applicant on the U.S. Customs and 

Border Protection Arrival-Departure 
Record, Form I–94. 

(9) Except as described in paragraph 
(a)(9)(i) of this section, the reason that 
the applicant requires a TWIC, includ-
ing, as applicable, the applicant’s job 
description and the primary facility, 
vessel, or maritime port location(s) 
where the applicant will most likely 
require unescorted access, if known. 
This statement does not limit access to 
other facilities, vessels, or ports, but 
establishes eligibility for a TWIC. 

(i) Applicants who are commercial 
drivers licensed in Canada or Mexico 
who are applying for a TWIC in order 
to transport hazardous materials in ac-
cordance with 49 CFR 1572.201 and not 
to access secure areas of a facility or 
vessel, must explain this in response to 
the information requested in paragraph 
(a)(9) of this section. 

(10) The name, telephone number, 
and address of the applicant’s current 
employer(s), if working for the em-
ployer requires a TWIC. If the appli-
cant’s current employer is the U.S. 
military service, include the branch of 
the service. An applicant whose cur-
rent employer does not require posses-
sion of a TWIC, does not have a single 
employer, or is self-employed, must 
provide the primary vessel or port loca-
tion(s) where the applicant requires 
unescorted access, if known. This 
statement does not limit access to 
other facilities, vessels, or ports, but 
establishes eligibility for a TWIC. 

(11) If a credentialed mariner or ap-
plying to become a credentialed mar-
iner, proof of citizenship as required in 
46 CFR chapter I, subchapter B. 

(12) Social security number. Pro-
viding the social security number is 
voluntary; however, failure to provide 
it will delay and may prevent comple-
tion of the threat assessment. 

(13) Passport number, city of 
issuance, date of issuance, and date of 
expiration. This information is vol-
untary and may expedite the adjudica-
tion process for applicants who are 
U.S. citizens born abroad. 

(14) Department of State Consular 
Report of Birth Abroad. This informa-
tion is voluntary and may expedite the 
adjudication process for applicants who 
are U.S. citizens born abroad. 
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(15) Whether the applicant has pre-
viously completed a TSA threat assess-
ment, and if so the date and program 
for which it was completed. This infor-
mation is voluntary and may expedite 
the adjudication process for applicants 
who have completed a TSA security 
threat assessment. 

(16) Whether the applicant currently 
holds a federal security clearance, and 
if so, the date of and agency for which 
the clearance was performed. This in-
formation is voluntary and may expe-
dite the adjudication process for appli-
cants who have completed a federal se-
curity threat assessment. 

(b) The applicant must provide a 
statement, signature, and date of sig-
nature that he or she— 

(1) Was not convicted, or found not 
guilty by reason of insanity, of a dis-
qualifying crime listed in 49 CFR 
1572.103(b), in a civilian or military ju-
risdiction, during the seven years be-
fore the date of the application, or is 
applying for a waiver; 

(2) Was not released from incarcer-
ation, in a civilian or military jurisdic-
tion, for committing a disqualifying 
crime listed in 49 CFR 1572.103(b), dur-
ing the five years before the date of the 
application, or is applying for a waiver; 

(3) Is not wanted, or under indict-
ment, in a civilian or military jurisdic-
tion, for a disqualifying criminal of-
fense identified in 49 CFR 1572.103, or is 
applying for a waiver; 

(4) Was not convicted, or found not 
guilty by reason of insanity, of a dis-
qualifying criminal offense identified 
in 49 CFR 1572.103(a), in a civilian or 
military jurisdiction, or is applying for 
a waiver; 

(5) Has not been adjudicated as lack-
ing mental capacity, or committed to a 
mental health facility involuntarily, or 
is applying for a waiver; 

(6) Meets the immigration status re-
quirements described in 49 CFR 
1572.105; 

(7) Has, or has not, served in the mili-
tary, and if so, the branch in which he 
or she served, the date of discharge, 
and the type of discharge; and 

(8) Has been informed that Federal 
regulations under 49 CFR 1572.19 im-
pose a continuing obligation on the 
TWIC holder to disclose to TSA if he or 
she is convicted, or found not guilty by 

reason of insanity, of a disqualifying 
crime, adjudicated as lacking mental 
capacity, or committed to a mental 
health facility. 

(c) Applicants, applying to obtain or 
renew a TWIC, must submit biometric 
information to be used for identity 
verification purposes. If an individual 
cannot provide the selected biometric, 
TSA will collect an alternative biomet-
ric identifier. 

(d) The applicant must certify and 
date receipt the following statement: 

Privacy Act Notice: Authority: The au-
thority for collecting this information is 49 
U.S.C. 114, 40113, and 5103a. Purpose: This in-
formation is needed to verify your identity 
and to conduct a security threat assessment 
to evaluate your suitability for a Transpor-
tation Worker Identification Credential. 
Furnishing this information, including your 
SSN or alien registration number, is vol-
untary; however, failure to provide it will 
delay and may prevent completion of your 
security threat assessment. Routine Uses: 
Routine uses of this information include dis-
closure to the FBI to retrieve your criminal 
history record; to TSA contractors or other 
agents who are providing services relating to 
the security threat assessments; to appro-
priate governmental agencies for licensing, 
law enforcement, or security purposes, or in 
the interests of national security; and to for-
eign and international governmental au-
thorities in accordance with law and inter-
national agreement. 

(e) The applicant must certify the 
following statement in writing: 

As part of my employment duties, I am re-
quired to have unescorted access to secure 
areas of maritime facilities or vessels in 
which a Transportation Worker Identifica-
tion Credential is required; I am now, or I 
am applying to be, a credentialed merchant 
mariner; or I am a commercial driver li-
censed in Canada or Mexico transporting 
hazardous materials in accordance with 49 
CFR 1572.201. 

(f) The applicant must certify and 
date receipt the following statement, 
immediately before the signature line: 

The information I have provided on this 
application is true, complete, and correct, to 
the best of my knowledge and belief, and is 
provided in good faith. I understand that a 
knowing and willful false statement, or an 
omission of a material fact on this applica-
tion, can be punished by fine or imprison-
ment or both (see section 1001 of Title 18 
United States Code), and may be grounds for 
denial of a Transportation Worker Identi-
fication Credential. 
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(g) The applicant must certify the 
following statement in writing: 

I acknowledge that if the Transportation 
Security Administration determines that I 
pose a security threat, my employer, as list-
ed on this application, may be notified. If 
TSA or other law enforcement agency be-
comes aware of an imminent threat to a 
maritime facility or vessel, TSA may pro-
vide limited information necessary to reduce 
the risk of injury or damage to the facility 
or vessel. 

§ 1572.19 Applicant responsibilities for 
a TWIC security threat assessment. 

(a) Implementation schedule. Except as 
provided in paragraph (b) of this sec-
tion, applicants must provide the infor-
mation required in 49 CFR 1572.17, when 
so directed by the owner/operator. 

(b) Implementation schedule for certain 
mariners. An applicant, who holds a 
Merchant Mariner Document (MMD) 
issued after February 3, 2003, and be-
fore April 15, 2009, or a Merchant Ma-
rine License (License) issued after Jan-
uary 13, 2006, and before April 15, 2009, 
must submit the information required 
in this section, but is not required to 
undergo the security threat assessment 
described in this part. 

(c) Surrender of TWIC. The TWIC is 
property of the Transportation Secu-
rity Administration. If an individual is 
disqualified from holding a TWIC under 
49 CFR 1572.5, he or she must surrender 
the TWIC to TSA. Failure to surrender 
the TWIC to TSA may result in imme-
diate revocation under 49 CFR 1572.5(b) 
and/or civil penalties. 

(d) Continuing responsibilities. An indi-
vidual who holds a TWIC must sur-
render the TWIC, as required in para-
graph (a) of this section, within 24 
hours if the individual— 

(1) Is convicted of, wanted, under in-
dictment or complaint, or found not 
guilty by reason of insanity, in a civil-
ian or military jurisdiction, for a dis-
qualifying criminal offense identified 
in 49 CFR 1572.103; or 

(2) Is adjudicated as lacking mental 
capacity or committed to a mental 
health facility, as described in 49 CFR 
1572.109; or 

(3) Renounces or loses U.S. citizen-
ship or status as a lawful permanent 
resident; or 

(4) Violates his or her immigration 
status and/or is ordered removed from 
the United States. 

(e) Submission of fingerprints and infor-
mation. (1) TWIC applicants must sub-
mit fingerprints and the information 
required in 49 CFR 1572.17, in a form ac-
ceptable to TSA, to obtain or renew a 
TWIC. 

(2) When submitting fingerprints and 
the information required in 49 CFR 
1572.17, the fee required in 49 CFR 
1572.503 must be remitted to TSA. 

(f) Lost, damaged, or stolen credentials. 
If an individual’s TWIC is damaged, or 
if a TWIC holder loses possession of his 
or her credential, he or she must notify 
TSA immediately. 

[72 FR 3595, Jan. 25, 2007, as amended at 72 
FR 55048, Sept. 28, 2007; 73 FR 25566, May 7, 
2008] 

§ 1572.21 Procedures for TWIC secu-
rity threat assessment. 

(a) Contents of security threat assess-
ment. The security threat assessment 
TSA conducts includes a fingerprint- 
based criminal history records check 
(CHRC), an intelligence-related check, 
and a final disposition. 

(b) Fingerprint-based check. The fol-
lowing procedures must be completed 
to conduct a fingerprint-based CHRC: 

(1) Consistent with the implementa-
tion schedule described in 49 CFR 
1572.19(a) and (b), and as required in 33 
CFR 104.200, 105.200, or 106.200, appli-
cants are notified. 

(2) During enrollment, TSA— 
(i) Collects fingerprints, applicant in-

formation, and the fee required in 49 
CFR 1572.17; 

(ii) Transmits the fingerprints to the 
FBI/CJIS in accordance with the FBI/ 
CJIS fingerprint submission standards. 

(iii) Receives and adjudicates the re-
sults of the check from FBI/CJIS, in 
accordance with 49 CFR 1572.103 and, if 
applicable, 49 CFR 1572.107. 

(c) Intelligence-related check. To con-
duct an intelligence-related check, 
TSA completes the following proce-
dures: 

(1) Reviews the applicant information 
required in 49 CFR 1572.17; 

(2) Searches domestic and inter-
national Government databases re-
quired to determine if the applicant 
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